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Abstract: This contribution proposes to update the Sol#29 to clarify the multiple QoS mapping.
1. Introduction

In the Solution #29 of TR 23.700-070: Support for multiplexed media traffic using RTP header inspection, the AF can request specific ordinary QoS or PDU Set QoS treatment for traffic flow components (sub-streams) in multiplexed stream it deems require a specified QoS treatment. The sub-streams that require dedicated QoS treatment are mapped into separate QoS Flows. All other PDUs are mapped to a QoS flow providing ordinary QoS.

There is one technical concern raised and need to clarify during the evaluation and conclusion.
If the non-lone PDUs (belong to the set) and the lone PDUs in the same SDF (with the same legacy QoS) mapped into different QoS Flows, the potential delay difference between these QoS flows will be introduced inadvertently.

Actually, it will be happened not only when steering lone PDUs and non-lone PDUs of same media stream to different QoS flows, also for those QoS flows mapped from the general multiplexed media stream with no PDU set handing support. (The KI#4 proposes to study traffic detection and QoS Flow mapping in 5GS for different media streams multiplexed within a single end-to-end transport connection, no PDU set handling limitation for this KI.)
When the multiplexed media stream (e.g. including non-lone PDUs and the lone PDUs in the same SDF) mapping into one QoS flow as the legacy mechanism, the same QFI, the same priority level, and even the same DSCP are allocated for all of these PDUs in the QoS flow. Then the similar steering, forwarding and scheduling policies are performed for them. 

After mapping into multiple QoS flows, the 5QI, the priority level and even the DSCP values maybe different with each other between these QoS flows. If there are requirements of delay difference requirements between these traffic flow components, the UPFs (not the PSA UPF) and the RAN are unlikely to be aware of it.
They, especially the RAN, should be aware of that which QoS flows decoupled from the same multiplexed stream, and try to avoid the inadvertently delay difference engendered after multiple QoS mapping.
As clarified above, it is proposed that, when the UPF mapped the multiplexed traffic in the same IP 5 tuple to multiple QoS Flows, the Group QFI can be assigned to achieve the critical delay difference requirements between these QoS flows. In addition to the QFI, the UPF includes the Group QFI in the encapsulation header for the resource management by the RAN (e.g. to avoid the delay difference introduced inadvertently after multiple QoS flow mapping).
2. Proposal

It is proposed to update the solution #1 to update the Sol#29 to clarify the multiple QoS mapping.
* * * * First change * * * * all new text
6.29.2.4
Extensions needed to 3GPP specifications
This clause outlines the enhancements needed in the 3GPP specifications to support the identification and differentiated QoS treatment for the different media streams and protocols multiplexed into the same transport layer (UDP/IP) traffic flow. The principle in the solution is to map the multiplexed sub-streams that require differentiated QoS in 5GS into separate QoS Flows, sub-streams with the same QoS requirements are mapped to the same QoS Flow, keep the rest of the streams in a single QoS Flow and within a sub-stream, map ordinary PDUs that the UPF does not identify as belonging to a PDU Set to a QoS flow with ordinary (non-PDU Set) QoS and map PDUs that the UPF identifies as belonging to a PDU Set to a QoS flow with PDU Set QoS. To minimise the impacts to the current procedures, the solution may be built on top of the Rel-18 multi-modal procedures. In the solution, the AF provides the PCF (via NEF or directly) with a partial flow description (e.g. IP 5-tuple) that is common for all multiplexed sub-streams, additional flow identification information for each single-modal sub-stream that require differentiated handling and optionally a Protocol Description for each sub-stream. The PSA UPF uses these single-modal sub-stream specific flow identification information to identify and map the single-modal sub-streams into QoS Flows. Separate QoS flows may be mapped for sub-stream PDUs that the UPF determines belong to a PDU Set and lone PDUs. The AF provides QoS requirements for each QoS flow. The AF may provide also the PDU Set QoS Parameters separately for each single-modal sub-stream where they apply, in the same way as in Rel-18. The NG-RAN uses the PDU Set QoS Parameters assigned for the QoS Flows as in Rel-18. 
With these enhancements the AF can request and 5GS can deliver dedicated QoS for any RTP media stream, any e2e encrypted sub-flow where the UPF has obtained sub-flow identifying meta-data for each PDU or any protocol within the multiplexed IP traffic flow.

What is required is:

1.
To extend the information used to identify IP traffic flows according to the rules outlined in the previous clause in the AF, PCF, SMF, UPF and UE. It should be noted that the extensions do not need to change at all how the overall logic of the functions and the procedures work, rather only the identification information is extended.

2.
Enable the AF to request QoS parameters or PDU Set QoS parameters and provide a Protocol Description for each instance of identified protocol/ sub-stream within the multiplexed IP traffic flow. As described above, that may entail extending multi-modal procedures to allow the AF to submit the requirements in a single AF request, or having separate AF requests for each instance.

3.
PDUs that are not explicitly identified as using the extended identification information and hence are unidentified beyond the IP 5-tuple are mapped to a QoS flow providing either ordinary or PDU Set QoS as per Rel-18 procedures.

4.
Enable the UPF to map PDUs that are identified by the UPF as belonging to a specific sub-flow or media stream, but are not identified by the UPF as belonging to a PDU Set (i.e. are lone PDUs within the media stream) to be mapped to a QoS flow providing ordinary QoS, and PDUs that the UPF identifies as belonging to a PDU Set to be mapped to a QoS flow that provides PDU Set QoS.
5.
When the UPF mapped the multiplexed traffic in the same IP 5 tuple to multiple QoS Flows, the Group QFI can be assigned to achieve the critical delay difference requirements between these QoS flows. In addition to the QFI, the UPF includes the Group QFI in the encapsulation header for the resource management by the RAN (e.g. to avoid the delay difference introduced inadvertently after multiple QoS flow mapping).
The flow identification information is extended by three new fields. These fields may be specified for each RTP media stream and protocol combination for which distinct QoS treatment is required. A fourth field is defined for encrypted e2e traffic for which per-PDU sub-flow identifying meta-data is available at the UPF:

-
Protocol: This field can have one or multiple of the following values: "RTP", "SRTP", "RTCP", "RTP&RTCP", "ZRTP", "DTLS", "STUN", "TURN" and "QUIC".

The field denotes the application/transport protocol carried on top of UDP/IP. A UDP/IP packet matches the Flow Description or Packet Filter with this field based on the rules defined in RFC 9443 [45] and RFC 5761 [42]. Rtp-PT&M and Rtcp-PT field is only valid if the Protocol field is set to the value of "RTP", "SRTP", "RTP&RTCP".

-
Rtp-ssrc: This field is only valid if the Protocol field has value "RTP" or "SRTP". It can include one or multiple 32-bit unsigned integer values.

The field denotes the Synchronization source (SSRC) header field value in the RTP header as defined in RFC 3550 [46]. An RTP/UDP/IP packet matches the Flow Description or Packet Filter with this field if the packet's RTP SSRC header value is equal to one of the field values.
NOTE:
SSRC changes as described in clause 8.2 of RFC 3550 [46] should be communicated to the NEF/PCF by AF.

-
Rtp-pt: This field is only valid if the Protocol field has value "RTP" or "RTP&RTCP". It can include one or multiple 7-bit unsigned integer values.
The field denotes the Payload Type header field value in the RTP header as defined in RFC 3550 [46]. An RTP/UDP/IP packet matches the Flow Description or Packet Filter with this field if the packet's RTP PT header value is equal to one of the field values.
In case the Protocol field has the value "RTP&RTCP", additional fields are needed besides the "Rtp-pt".
-
Rtp-m: This field is only valid if the Protocol field has value "RTP&RTCP". It can include one or multiple 1-bit unsigned integer values.


This field is intended to allow significant events such as frame boundaries to be marked in the packet stream as defined in IETF RFC 3550 [46].

-
Rtcp-pt: This field is only valid if the Protocol field has value "RTP&RTCP". It can include one or multiple 8-bit unsigned integer values.


This field is intended to show the packet type of the RTCP report as defined in IETF RFC 3550 [46].

The Rtp-pt and Rtp-m share a same 8-bit field with the Rtcp-pt. An RTP/UDP/IP or RTCP/UDP/IP packet matches the Flow Description or Packet Filter with this 8-bit field if the second byte of the UDP payload is equal to one of this 8-bit field values as described in IETF RFC 5761 [41].

-
Sub-Flow Identifier: This field is used for e2e encrypted traffic where the application provides sub-flow identifier metadata per-PDU to the UPF.

NOTE:
Whether a new Sub-Flow Identifier field is needed or existing field in N6 protocol could be reused can be decided based on output of KI#2.

Examples:


-
Protocol="dtls" : identifies DTLS packets.


-
protocol=["stun", "turn", "rtcp", "dtls"]: identifies these non-RTP packets.


-
protocol="rtp", rtp-ssrc="1234567890", rtp-pt="99": identifies a specific RTP media stream.


-
protocol="rtp&rtcp", rtcp-pt="200": identifies a RTCP traffic.


-
protocol="rtp&rtcp", rtp-pt="99", rtp-m="0", rtp-m="1": identifies a RTP traffic.


-
Protocol="sub-flow ID=4321", identifies a specific sub-flow in an encrypted media stream.

The identification information extension needs to be applied to the following interfaces and functions:

-
Nnef_AFSessionWithQoS service in AF/NEF interface: The Flow Description information is extended so that the AF can target its QoS requirements to a specific media stream or protocol. The same extension is applied also when the Flow description is used in services exposed by PCF or TSCTSF.

-
PCC rules in the PCF/SMF interface: The Service Data Flow Filter is extended to allow the PCC rules to be targeted to a specific media stream or protocol.

-
Packet Detection Information (PDI) in the Packet Detection Rules (PDR) in the SMF/UPF interface: The PDI is extended so the SMF can configure the UPF to detect the specific media stream or protocol carried within an IP packet in the DL direction and map that to a specific QoS treatment (QoS flow).

-
The Packet Filter Set information in QoS rules provided by SMF to UE is extended so the SMF can configure the UE to map a specific media stream or protocol carried within an IP packet in the UL direction to a specific QoS treatment (QoS flow).

NOTE:
The UE QoS rule extension is only relevant if traffic in the UL direction is in scope.

For the above interfaces and procedures the flow identification information with the new fields may be incorporated within a new "Application Layer Packet Filter" parameter that exists in parallel to the IP Packet Filter. The new parameter is used in combination with the existing IP Packet Filter with similar semantics. The new parameter is added to the following main services and interfaces:

-
Nnef_AFSessionWithQoS: Application Layer Flow Description.

-
Npcf_SMPolicyControl: Application Layer Service Data Flow Filter.

-
N4 (SMF/UPF PFCP): Application Layer Packet Filter (Set).
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